
Please be advised that the personal data pro-
vided by you will be processed by Towarzystwo 
Ubezpieczeń i Reasekuracji Allianz Polska SA 
(Data Controller), based in Rodziny Hiszpańs-
kich 1, 02-685 Warsaw. The personal data pro-
vided by you will be stored until any possible 
claims are time-barred or the obligation  
to store data, resulting from legal provisions 
expires, in particular the obligation to store 
accounting documents.
The Data Controller has appointed a data pro-
tection officer (DPO), who can be contacted at 
the postal address of the Data Controller’s reg-
istered office or via e-mail at: IOD@allianz.pl, 
or via the contact form available on the website 
www.allianz.pl, in all matters relating to the 
processing of personal data and the exercise of 
rights related to personal data processing. 

The data provided by you may be processed 
for the purpose of:
• �handling the reported claims – the legal basis 

for data processing is the necessity to process 
data in order to perform the insurance con-
tract;

• �analytics and statistics, including profiling 
– the legal basis for data processing is the 
necessity of data processing in order for the 
Data Controller to exercise its legitimate inter-
est, where the Data Controller’s legitimate 
interest is the possibility of carrying out analy-
ses and statistics;

• �the Data Controller’s compliance with obliga-
tions arising from legal provisions, including 
accounting regulations – the legal basis for 
data processing is the necessity to comply with 
the legal obligation to which the Data Control-
ler is subject;

• �counteracting insurance crimes – the legal 
basis for data processing is the necessity of 
processing in order for the Data Controller 
to exercise its legitimate interest, where the 
Data Controller’s legitimate interest is the 
possibility of counteracting and prosecuting 
crimes committed to the detriment of the Data 
Controller;

• �pursuing claims related to the concluded insur-
ance contract – the legal basis for data pro-
cessing is the necessity of processing in order 
for the Data Controller to exercise its legiti-
mate interest, where the Data Controller’s 
legitimate interest is the possibility of pursuing 
claims

• �reinsurance of risks – the legal basis for data 
processing is the necessity of processing in 
order for the Data Controller to exercise its 
legitimate interest, where the Data Controller’s 
legitimate interest is to reduce the insurance 
risk

The personal data provided by you may be 
made available to entities outside the European 
Economic Area (EEA) located in India, which has 
not been recognized by the European Commis-
sion as ensuring an adequate level of personal 
data protection. Personal data is transferred to 
the abovementioned entities on the basis of 
standard data protection clauses adopted by 
the European Commission, which is  why they 
are subject to appropriate safeguards in the 
field of privacy and rights protection and free-
dom of the persons they concern. A copy of the 
standard contractual clauses may be obtained 
from the Data Controller.

The personal data provided by you may be 
made available to the following reinsurance 
companies AWP Health & Life SA, 7 rue Dora 
Maar, 93400 Saint Ouen, France; Allianz SE, 
Königinstrasse 28, D-80802 München,  
Germany; General Reinsurance AG, Vienna 
Branch, Wächtergasse 1, 1010 Vienna Austria;  
AWP P&C SA Branch in Poland, ul. Domaniews-
ka 50B, 02-672 Warsaw, Poland; Partner  
Reinsurance Europe SE Zurich Branch,  
Bellerivestrasse 36, 8034 Zurich, Switzerland; 
Sogécap, Tour D2, 17 bis place des Reflets, 
92919 Paris La Défense Cedex, France. 
The data will be made available only to the 
reinsurance company that reinsured a given 
insurance contract.

The personal data provided by you may be 
made available, if so required, to other insur-
ance companies, entities providing legal ser-
vices, medical institutions, as well as member 
companies of the Allianz group.
Member companies of the Allianz group are 
understood to mean Allianz SE with its regis-
tered office in Munich and a group of 
subsidiaries under direct or indirect control 
of Allianz SE with its registered office in Munich, 
i.e. Towarzystwo Ubezpieczeń Allianz Życie 
Polska SA, Powszechne Towarzystwo  
Emerytalne Allianz Polska SA, Towarzystwo 
Funduszy Inwestycyjnych Allianz Polska SA, 
Allianz Polska Services sp. z o.o. (address of the 

registered office of the above-mentioned enti-
ties: Rodziny Hiszpańskich 1, 02-685 Warsaw). 
In addition, your data may be transferred to 
entities processing personal data at the Data 
Controller’s request, including

insurance agents, repair shops, data processors 
for the purpose of debt collection, call centres, 
entities providing postal services, IT service 
providers, where such entities process data on 
the basis of contracts concluded with the Data 
Controller and only in line with the Data Con-
troller’s instructions.

You have the right to:
• �access the content of your data, request rectifi-

cation, deletion or restriction of their processing;
• �object to the processing of personal data to 

the extent that the legal basis for the process-
ing of personal data is the Data Controller’s 
legitimate interest. in particular, you have the 
right to object to data processing for the pur-
poses of direct marketing and profiling

• �lodge a complaint with the President of the 
Personal Data Protection Office

• �withdraw consent to the extent that consent is 
the basis for the processing of personal data. 
Withdrawal of consent does not affect the 
lawfulness of the processing which was carried 
out by consent before its withdrawal

• �transfer your personal data, i.e. to obtain infor-
mation from the Data Controller about the 
processed personal data, in a structured, com-
monly used and machine-readable format, 
to the extent that your data is processed for 
the purpose of concluding and performing 
the insurance contract or on the basis of con-
sent. You may send the provided personal 
data to another data controller.

In order to exercise the above rights, please 
contact the Data Controller or the Data Protec-
tion Officer, whose contact details are provided 
above.
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